**КАК УБЕРЕЧЬ РЕБЁНКА ОТ ИНТЕРНЕТ-МОШЕННИКОВ?**

[Поговорите с ребенком об Интернете](http://kur-licjuk.ru/informaczionnaya-bezopasnost/pogovorisrebobinternete.html)

В Интернете обитают не только добропорядочные пользователи, но и мошенники, которые только и мечтают о том, как бы обокрасть доверчивых пользователей или добыть у них ценную информацию. По данным Фонда Развития Интернет, каждый десятый российский школьник сталкивался в Интернете с кражей денег, а каждый пятый – персональных данных. Для того чтобы не стать жертвой кибермошенников следует соблюдать простые правила:

* Никогда не отвечайте на сообщения, которые приходят от незнакомых людей. Особенно осторожно следует относиться к письмам, которые приходят с неизвестных вам почтовых сервисов.
* Если в письме вам сообщают о крупном выигрыше в лотерею, о том, что ваши близкие попали в беду, или о сборе средств на благотворительность, лучше всего такую информацию проверить с помощью другого канала информации, например по телефону или через поисковик.
* Никогда не проходите по ссылкам, содержащимся в подозрительном сообщении, никогда не заполняйте формы во всплывающих окнах. Если автор сообщения просит вас сохранить содержания письма в тайне или совершить определенные действия в сжатые сроки, скорее всего, это мошенничество.
* Даже если в сообщении содержится персональное обращение или оно написано вашим другом или приятелем, это не повод доверять письму. Личные данные можно украсть или подделать.
* Если вам кажется, что вы стали жертвой интернет-мошенничества, поменяйте все пароли, свяжитесь с администрацией интернет-ресурса, на котором произошла кража личных данных, а лучше всего обратитесь к родителям, они наверняка помогут вам и подскажут, что нужно сделать.
* Никогда не пытайтесь бороться с мошенниками самостоятельно. Зачастую мошенники – это взрослые опытные люди, они хорошо оценивают риски, на которые идут.